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Abstract

This paper establishes a link between two principal tools for the analysis of network traffic, namely,
effective bandwidth and network calculus. It is shown that a general formulation of effective bandwidth
can be expressed within the framework of a probabilistic version of the network calculus, where both
arrivals and service are specified in terms of probabilistic bounds. By formulating well-known effec-
tive bandwidth expressions in terms of probabilistic envelope functions, the developed network calculus
can be applied to a wide range of traffic types, including traffic that has self-similar characteristics. As
applications, probabilistic lower bounds are presented on the service given by three different schedul-
ing algorithms: Static Priority (SP), Earliest Deadline First (EDF), and Generalized Processor Sharing
(GPS). Numerical examples show the impact of the traffic models and the scheduling algorithm on the
multiplexing gain in a network.
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1 Introduction

To exploit statistical multiplexing gain of traffic sources in a network, service provisioning requires a frame-
work for the stochastic analysis of network traffic and commonly-used scheduling algorithms. Despite the
significant advances on quantitative evaluation of network traffic, methods that can take advantage of sta-
tistical multiplexing for (nontrivial) scheduling algorithms or service allocations are available only for few
special cases.

Probably the most influential framework for service provisioning is the effective bandwidth (see [29, 32]
and references therein), which describes the minimum bandwidth required to provide an expected service
for a given amount of traffic. The effective bandwidth of a flow determines a bandwidth somewhere between
the average and peak rate of the flow. Effective bandwidth expressions have been derived for many traffic
types including those with self-similarity [29].
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Alfred P. Sloan research fellowship.



An alternative method to determine resource requirements of traffic flows in a packet network is the
network calculus, which takes an envelope approach to describe arrivals and services in a network. Starting
with Cruz’s seminal work [18] the deterministic network calculus has evolved to an elegant framework for
worst-case analysis, which can be used to derive upper bounds for delay and backlog for a wide variety
of link scheduling algorithms (e.g., [18, 39, 36]). A strength of the deterministic network calculus is that
it can be used to determine delay and backlog over multiple network nodes. Since the worst-case view of
the deterministic network calculus does not reap the benefits of statistical multiplexing and generally results
in an overestimation of the actual resource requirements of traffic, researchers have seeked to extend the
network calculus to a probabilistic setting, e.g., [2, 7, 11, 13, 34, 40, 44, 47, 50, 52]. Probabilistic extensions
of the network calculus are commonly referred to as statistical network calculus.

The contribution of this paper is the integration of the concept of effective bandwidth into the formalism
of the statistical network calculus. As a result of this paper, it is feasible to analyze link scheduling algo-
rithms that are not easily tractable with an effective bandwidth approach, for network traffic types that could
previously not be analyzed in a network calculus context. The relationship between network calculus and
effective bandwidth has been first investigated by Chang [13] (see Subsection 3.1). This paper continues to
explore this relationship, and exploits recent advances in the statistical network calculus to analyze effective
bandwidth in a multi-node network.

We develop a statistical network calculus where both arrivals and service are expressed in terms of
probabilistic bounds. The calculus is expressed in terms of probabilistic upper bounds on arrivals (effective
envelopes [7]) and probabilistic lower bounds on service (effective service curves [11]). By relating the
concepts of effective envelopes and effective bandwidth, we obtain explicit bounds on delay and backlog
for all traffic source characterizations for which an effective bandwidth (in the sense of [13, 29]) has been
determined. The effective service curves in this paper can express the service for a wide range of scheduling
algorithms.

The remaining sections are structured as follows. In Section 2, we present the statistical network calculus
that is used to accommodate effective bandwidth expressions. In Section 3, we explore the relationship
between effective bandwidth and effective envelopes. This enables us to construct effective envelopes for
all traffic models for which effective bandwidth results are available. Specifically, we consider regulated
arrivals, a memoryless On-Off traffic model, and a Fractional Brownian Motion traffic model. In Section 4,
we derive probabilistic lower bounds on the service offered by the scheduling algorithms SP, EDF, and GPS,
in terms of effective service curves. In Section 5, we apply the network calculus in a set of examples, and
compare the multiplexing gain achievable with the traffic models and scheduling algorithms used in this
paper. We present brief conclusions in Section 6.

2 Network Calculus Extensions for Effective Bandwidth

The goal of this section is to extend the state-of-the art of statistical network calculus research, so that we can
view general effective bandwidth expressions in a network calculus framework. We first introduce necessary
notation, and then review results from the deterministic and statistical network calculus, as needed in this
paper. The main contribution of this section are the probabilistic bounds for output burstiness, backlog,
delay and network service derived in Subsection 2.5.
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Figure 1: Traffic of a flow through a set of H nodes. The arrivals and departures from the network are given by random processes
A" and D™, The arrivals and departures from the h-th node are described by A" and D", with A = A", A" = D, _, for
h=2,...,H,and D"¢* = DH,

2.1 Notation and Definitions

We consider a discrete time model, where time slots are numbered 0, 1,2, . ... Arrivals to a network node
and departures from a network node are denoted by nonnegative, nondecreasing functions A(t) and D(t),
respectively, with D(t) < A(t). The backlog at time ¢ is given by B(t) = A(t) — D(t), and the delay at
time ¢ is given by W (t) = inf{d > 0| A(t —d) < D(¢t)}. If A(t) and D(t) are represented as curves, B(t)
and W (t), respectively, are the vertical and horizontal differences between the curves.

We use subscripts to distinguish arrivals and departures from different flows or different classes of flows,
e.g., A;(t) denotes the arrivals from flow i, and Ac(t) = >, A:(t) denotes the arrivals from a collection C
of flows. We use the same convention for the departures, the backlog, and the delay. When we are referring
to a network with multiple nodes, we use superscripts to distinguish between different nodes, i.e., we use
Al (t) to denote the arrivals to the h-th node on the route of flow i, and A (t) = A}(t) to denote the
arrivals of flow i to the first node on its route. In Figure 1 we show the route of a flow that passes through
H nodes, where A"t = A! and D' = D denote the arrivals and departures from the network, and
where A" = D" for h = 2,..., H. To simplify notation, we drop subscripts and superscripts whenever
possible. We assume that the network is started at time 0 and that all network queues are empty at this time,
i.e., A;(0) = D;(0) = 0 for all 4.

The min-plus algebra formulation of the network calculus [1, 8, 15], defines, for given functions f and
g, the convolution operator * and deconvolution operator @ by

frgt) = inf {f(t—7)+g(7)},

T€[0,t]
foglt) = Slilg{f(t +7)—9(7)} .

These operators are used to express service guarantees and performance guarantees.

2.2 Overview of Deterministic Network Calculus

In the deterministic network calculus in [1, 8, 15], service guarantees to a flow at a node are expressed in
terms of service curves. A (minimum) service curve for a flow is a function S which specifies a lower bound
on the service given to the flow such that, for all ¢ > 0,

D(t) > AxS(t) . (1)



When the arrivals are bounded by an arrival envelope A*, ! such that A(t + 7) — A(t) < A*(r) for
all ¢,7 > 0, the guarantee given by the service curve in Egn. (1) implies worst-case bounds for output
burstiness, backlog and delay. According to [1, 8, 15], an envelope for the departures from a node offering a
service curve S is given by A* © S, the backlog is bounded by A* @ S(0), and the delay at the node, W (¢),
is bounded by d, if d satisfies sup,~o{A*(7 — d) — S(7)} < 0.

If service curves are available at each node on the path of a flow through a network, these single-node
bounds can be easily extended to end-to-end bounds. Suppose a flow is assigned a service curve $ on the
h-th node on its route (h = 1,..., H). Then the service given by the network as a whole can be expressed
in terms of a network service curve S*“t as

sret = Glu 8%k SH (2)

With a network service curve, bounds for the output burstiness, backlog and delay for the entire network
follow directly from the single-node results.

End-to-end delay bounds obtained with the network calculus are generally lower than the sum of the
delay bounds at each node. For example, when the service curve at each node is given as a constant rate
function, S"(r) = Cr forall h = 1,2,..., H, we obtain S"¢* = S' x S2 x ... x SH = Cr. Here, the
end-to-end backlog and delay bounds are identical to the bounds at the first node.

At this time, the deterministic calculus has been extensively explored. Its results have led to the devel-
opment of new scheduling algorithms [19, 39] and have been used to specify new network services [6, 10].
We refer to [9] for a comprehensive discussion of available results. A drawback of the deterministic network
calculus is that the consideration of worst-case scenarios ignores the effects of statistical multiplexing, and,
therefore, generally leads to an overestimation of the actual resource requirements of multiplexed traffic
sources.

2.3 Overview of Statistical Network Calculus

The statistical network calculus extends the deterministic calculus to a probabilistic setting with the goal to
exploit statistical multiplexing gain. Here, traffic arrivals and departures in the interval [0, ¢] are viewed as
random processes that satisfy certain assumptions, and the arrival and departure functions A(t) and D(t)
represent sample paths. In this paper, we make the following assumptions on arrivals:

1. Stationary Bounds: For any 7 > 0, the arrivals A" from any flow i to the network satisfy

lim sup Pr{A}*(t+7)— A" (t) >z} =0.

T—=00 >0

2. Independence: The arrivals A?¢* and A;-wt from different flows i # j are stochastically independent.

The assumptions are made only at the network entrance when traffic is arriving to the first node on its route.
No such assumptions are made after traffic has entered the network. The stationary bounds are needed so
that we can make statements that do not depend on specific instances of time, and that extend to the steady-
state. Assuming independence of traffic sources at the network entrance allows us to exploit statistical
multiplexing gain.

A function E is called an envelope for a function f if f(t + 1) — f(t) < E(7) forall t,7 > 0, or, equivalently, if f(¢) <
E « f(t), forall t > 0.



The literature contains a number of different approaches to devise a statistical network calculus. One
group of studies investigates network traffic that, in addition to the assumptions above, satisfies certain a
priori assumptions on the arrival functions, such as exponentially bounded burstiness [50], linear envelope
processes [13], stochastically bounded burstiness [44], general burstiness characterization [3], or stochastic
domination by a given random variable [34]. Other studies assume that arrivals of individual flows at the
network ingress are regulated by (deterministic) arrival envelopes A4°. Then, by exploiting the independence
assumption of flows, they use either the Central Limit Theorem [7, 30, 31], or large deviations tools such as
the Chernoff Bound [7, 23] and the Hoeffding Bound [47, 48].

With such arrival assumptions, probabilistic backlog and delay bounds for a single node have been
derived for FIFO schedulers with a fixed service rate. Some studies [13, 50, 44] also derive probabilistic
bounds for the output of a node, which can then be iterated to yield end-to-end bounds. However, end-to-
end bounds obtained in this fashion degrade rapidly with the number of nodes. Other studies consider more
complex scheduling algorithms [48, 7, 40] for a single node. There are a few results available for end-to-end
statistical guarantees, generally for special arrival or service models [42, 43, 41].

A different set of studies attempts to express a statistical network calculus using the min-plus algebra
formulation with convolution and deconvolution operators [2, 11]. The challenge in this approach is to
construct a probabilistic network service curve that can be expressed as the convolution of per-node service
curves, analogous to Eqn. (2). In [11] it was shown that a network service curve in the statistical network
calculus can be constructed if the service curve satisfies additional properties. In [2], a probabilistic network
service curve is derived under the assumption that each node drops traffic that locally violates a given delay
guarantee. The results in [11] and [2] do not make any assumptions on arrivals and hold for all sample paths
of the arrivals. The current state of the statistical network calculus has shown that expressions for backlog,
delay, and output bounds at a single node carry over from the deterministic network calculus to a statistical
framework. However, a network service curve requires to make significant additional assumptions. At
present, finding suitable assumptions that permit a formulation of a network service curve as in Egn. (2),
without restricting the applicability of the framework, is an open research problem.

We next describe the probabilistic framework used in this paper. We follow the framework for a statis-
tical calculus presented in [7] and [11]. For traffic arrivals, we use a probabilistic measure called effective
envelopes [7]. An effective envelope for an arrival process A is defined as a non-negative function G such
that for all ¢ and 7

Pr{A(t ) — A) < gf(T)} >1-¢. 3)

Simply put, an effective envelope provides a stationary bound for an arrival process. Effective envelopes can
be obtained for individual flows, as well as for multiplexed arrivals (see Section 3 below). To characterize
the available service to a flow or a collection of flows we use effective service curves [11] which can be seen
as a probabilistic measure of the available service. Given an arrival process A, an effective service curve is
a non-negative function S° that satisfies for all ¢t > 0,

Pr{D() = A+ S5 ()} =1 ~¢. (@)

By letting e — 0 in Egs. (3) and (4), we recover the arrival envelopes and service curves of the deterministic
calculus with probability one.



2.4 What Makes Statistical Network Calculus Hard?

To illustrate that the statistical network calculus is not a straightforward extension of the deterministic net-
work calculus, we want to mention two technical difficulties encountered when extending the calculus to a
probabilistic setting. The first appears when estimating the tail distribution for the backlog or the envelope
of the output traffic at a node. In the case of the backlog, the expression takes the form

Pr{B(t) > y} = Pr{sup{A(t —7,t)—S(1)} > y} , (5)
72>0
where we have used A(t — 7,t) to denote A(t) — A(t — 7). The difficulty relates to the evaluation of the
right hand side of the equation. Note that in Eqn. (5), the arrivals are random but service is deterministic; a
probabilistic view of service causes no additional complications here. In [7] and [16], the above expression
is approximated by

Pr{sup{A(t —7,t)—S(1)} > y} /2 Sup Pr{A(t —1,t) = S(1) > y} ) (6)
720 720

by using an argument from extreme-value value theory [12]. The approximation can be justified in some

situations, for instance when traffic is described by a Gaussian process. However, in general the right hand

side is only a lower bound for the left hand side. In [3], the right hand side of Egn. (5) is controlled by

assuming the existence of a probabilistic bound for the entire arrival sample path. Another way to deal with

Egn. (5) is to use Boole’s inequality, which yields

Pr{sup{A(t —1,t)—S(7) > y}} < Z Pr{A(t —7,t)—S(1) > y} . (7
720 =0

where the sum is replaced by an integral in a continuous time domain. This can yield a useful bound if one

has available a tail estimate on the distribution of A(t — 7,t) — S(7), or if there exists a maximum relevant

time scale, say 7,4z, Such that Pr{A(t — 7,t) — S(7) > y} = 0 for 7 > T,,,4, and the sum contains only

finitely many terms.

The second difficulty arises in the derivation of a probabilistic version of a network service curve. This
issue was pointed out in [11] for a network as shown in Figure 1, with H = 2 nodes, and is repeated here.
An effective service curve S?< in the sense of Eqn. (4) at the second node guarantees that, for any given
time ¢, the departures from this node are with high probability bounded below by

D?(t) > A? x S*¢(t) = Tg[loft]{AQ(t —7)+8%(1)} . (8)
Suppose that the infimum in Eqgn. (8) is assumed at some value 7 < t. Since the departures from the first
node are random, even if the arrivals to the first node satisfy the deterministic bound A", 7 is a random
variable. An effective service curve S' at the first node guarantees that for any arbitrary but fixed time z,
the arrivals A%(z) = D'(x) to the second node are with high probability bounded below by

DY (z) > Al x S14(x) . 9)

Since 7 is a random variable, we cannot simply evaluate Eqn. (9) for z = ¢ — 7 and use the resulting bound
in Egn. (8). Furthermore, there is, a priori, no time-independent bound on the distribution of 7. This is



different in the deterministic calculus, where deterministic service curves make guarantees that hold for all
values of z. This problem can also be resolved if a time scale bound 7., is available, which limits the
range over which the infimum is taken as follows:

A%« S8%(t) = inf {A%(t-— S2 )
* STE(t) Te[égm}{ (t—7)+8>(1)}

25 Network Calculusfor Probabilistically Bounded Arrivalsand Service

We next improve the state-of-the-art of statistical network calculus analysis, by presenting a network calcu-
lus in the min-plus algebra formulation where both arrivals and service are described in terms of probabilistic
bounds.

As we pointed out in the previous subsection, the difficulties of the statistical network calculus can be
dealt with by assuming appropriate time scale limits. The assumption made in this paper is that the node
offers a service curve S which satisfies the additional requirement that there exists a time scale 7" such
that for all ¢ > 0,

Pr{D(t) > inf {A(t—7) +38(T)}} >1-¢. (10)

Thus T bounds the range of the convolution in Eqn. (4). This assumption solves both problems discussed in
the previous subsection. In general, the value of 7" depends on the arrival process as well as on the service
curve. In a workconserving scheduler, such a bound can be established in terms of a probabilistic bound of
the busy period, or from a priori backlog or delay bounds. This will be addressed in Subsection 2.6.

The following theorem establishes statistical bounds for delay and backlog in terms of min-plus algebra
operations on effective envelopes and effective service curves. Note that we distinguish two violation prob-
abilities: ¢, is the probability that arrivals violate the effective envelope, and ¢ is the probability that the
service violates the effective service curve or the condition in Eqgn. (10).

Theorem 1 Assume that G*v is an effective envelope for the arrivals A to a node, and that S is an effective
service curve satisfying Eqn. (10) with some T' < oo. Define ¢ to be

Then the following hold:

1. Output Traffic Envelope: The function G @ S¢¢ is an effective envelope for the output traffic from
the node.

2. Backlog Bound: G¢9 © S%#(0) is a probabilistic bound on the backlog, in the sense that, for all t > 0,
Pr{B(t) <G o 585(0)} >1-e

3. Delay Bound: If d > 0 satisfies SupTST{geg (r—d) — 8% (T)} < 0, then d is a probabilistic delay
bound, in the sense that, for all ¢ > 0, Pr{W(t) < d} >1—c.
By setting e, = ¢, = 0, we recover the corresponding statements of the deterministic network calculus

from Subsection 2.3 as presented in [1, 8, 14]. Similarly, when only ¢, = 0, the time scale bound T’
disappears from Eqn. (11) and one can take 7' — oo. Thus, the statistical calculus from [11], which deals



with deterministic arrivals (where ¢, = 0) and effective service curves S+, is also recovered by the above
theorem.
Proof. First, we prove that G°¢ © S°s is an effective envelope for the output traffic. Fix ¢, 7 > 0.

Pr{D(t +7)—D(t) <G 08 (T)}

Y

Pr{D(t+7) = D(t) < sup{G™(r +2) = §= (@)} | (12)

(A7) — At — ) < G5 (7 + )
PT{HQKT'( and D(t) > At — z) + S (x) )} 13)

Vor ST A(t+71) — At — 21) < (7 + 1)
Pr{ and Jzo < T : D(t) > A(t — x3) + S (2) } (14)

1= (20 +T2,) - (15)

Y

Y

In Egn. (12), we have expanded the deconvolution operator and reduced the range of the supremum, i.e.,
by assuming that the supremum is achieved for a value x < T'. In Eqgn. (13), we replaced D(t + 7) by
A(t 4 7). Further, by adding the condition that D(¢) > A(t — z) + &= (x) we were able to replace D(t) by
A(t — x) + 8% (x). The inequality holds since adding the condition and the replacements restrict the event.
In Eqgn. (14) we further restricted the event, by demanding that the first condition in Eqn. (13) holds for all
values of z. To obtain Eqn. (15), we applied the assumption in Eqgn. (10), and used the definition of Gv.
We added the violation probabilities of the two events using Boole’s inequality. The factor 7" in front of g

appears since we added the violation probabilities over all values of .
The proof of the backlog bound proceeds along the same lines. We estimate

Pr{B(t) <gv 0 5*0)}) = Pr{a@) <DE)+6% 057 0)} (16)

| At) S At —x) + 8% (z) + G @ 5%(0)
> Pr{EIxST. (andD(t)zA(t—x)—&—Sss(m) )} 17

V!L‘l < T: A(t) — A(t — xl) < gEQ (xl)
2 Pr { and Jzo < T D(t) > A(t — {EQ) + S¢s ({EQ) } (18)
> 1- (55 + ng) . (19)

In Eqgn. (16), we have used the definition of the backlog B(t). The arguments made in Egs. (17)—(19) are

analogous to those used in Egs. (13)-(15).
Finally, we prove the delay bound. If d satisfies sup,. < {G% (7 — d) — S (7)} < 0, then

Pr{W(t) < d} - Pr{A } (20)
= {3 ' ( and D?))iﬂft_—xa?)iig ((32) )} 1)
R B et D B
> 1- (65 + ng) : (23)

In Egn. (20), we have used the definition of the delay W (¢), and in Eqgn. (21), we have used the assumption
on d. The remaining steps apply the same arguments as the proofs of the output bound and the backlog
bound. O

Next we derive an expression for a probabilistic version of a network service curve, which expresses the
service given by the network as a whole as a convolution of the service at each node. Consider the path of a



flow through a network, as illustrated in Figure 1. At each node, the arrivals are allotted an effective service
curve, where S™#s denotes the effective service curve at node k. Similar to Eqgn. (10), we assume that each
node satisfies

Pr{Dh(t) > inf (A"t —7) + 8" (7)}} >1 ¢, (24)

for some numbers T, ... TH < oo. For notational convenience, we assume that the violation probabilities
e, are identical at each node. This assumption is easily relaxed.

Theorem 2 Effective Network Service Curve. Assume that the service offered ateachnode h =1,..., H
on the path of a flow through a network is given by a service curve S¢s satisfying Eqn. (24). Then an
effective network service curve S*¢%< for the flow is given by

Srete — gles 4 §28s o *SH,ES , (25)

with violation probability bounded above by

H

c=e, 2(1 +(h— 1)Th) . (26)
h=1

The convolution expression in Egn. (25) has the same form as the corresponding expression in a determin-

istic setting seen in Eqgn. (2), and the deterministic statement is recovered with probability one by letting

¢ — 0. On the other hand, the violation probability € in Eqn. (26) increases at each hop by 7. Clearly, it

is important to control the time scale bound 77.

Proof. We start the proof with a deterministic argument for a sample path. Fix ¢ > 0, and suppose that, for

a particular sample path, we have

{ VT < ZkthH TF: DMt —7) > inf, crn{A"(t—7—xp) + 8" (xp)}, ifh<H, 27)

DH(t) > inf,  cru{A" (t — zg) + ST (zp)} , ifh=H.
Since the arrivals at each node are given by the departures from the previous node, that is, A = D"~! for

h =2,..., H, we see by repeatedly inserting the first line of Egn. (27) into the second line of Eqn. (27) that

H
DHE() > inf Ab (4 — ke | s
R whSTh}Ifll:L...,H{ (= (zn+...+2n)) + kz_:h (xk)} (28)

Setting h = 1 in Eqgn. (28), and using the definitions of A%, D¢, and S"¢"¢, we obtain

D" (t) > <Thinhf 1 H{Anef(t — (o1 + -+ xy) + S (2 + - +a:H)} : (29)
ThS , n=1,...

Thus, we have shown that Egn. (27) implies
Dnet(t) Z Anet *Snet,E(t)' (30)

We conclude proof of the theorem by

Pr{D”et(t) ZA”et*S”et’E(t)} > Pr{ Eqn. (27) holds} (31)
H H
> 1—55-2(1+ 3 Tk). (32)
h=1 k=h+1



In Egn. (31) we have used that Eqn. (27) implies Egn. (30). In Egn. (32), we have applied Eqgn. (24) and
added the violation probabilities of Eqn. (27) over all possible values of h = 1,..., H. Exchanging the
order of summation completes the proof. O

2.6 Busy Period Analysis

We now turn to the question of estimating the time scale T" which appears in Theorems 1 and 2. For
waorkconserving schedulers, this time scale can be bounded by the length of the busy period of the scheduler
at time ¢. More precisely, let Aq(t), D¢ (t), and Bc(t) denote the aggregate arrivals, the departures, and the
backlog of a set C of flows arriving at a scheduler. By definition, the busy period for a given time ¢ > 0 is
the maximal time interval containing ¢ during which the backlog from the flows in C remains positive. The
beginning of the busy period of ¢ is the last idle time before ¢, given by

t =max{T <t: Be(r)=0}. (33)

Our assumption that the queues are empty at time ¢ = 0 guarantees that 0 < ¢ < t.

The following lemma establishes a busy period bound for an output link that operates at a constant
rate C'. The bounds are expressed in terms of probabilistic arrival bounds that are related to the effective
envelopes defined in Egn. (3).

Lemma 1l Consider a work-conserving scheduler with constant rate C. Fix ¢ > 0, and assume that there
exists a function G such that for all ¢, 7 > 0.

> Pr{de(t+7) — Ac(t) > To(r)} <= (34)

7=0
Set
T =sup {7 | Ge(r) > Cr}. (35)

Then T is a probabilistic bound on the busy period which satisfies
Prit—t<T}>1-¢. (36)

Since a workconserving scheduler satisfies Do (t) > Ac(t) + C(t — t) by definition, Egn. (36) implies
the desired time scale bound in Eqgn. (10).
Proof. Since Be(r) > 0 for t < 7 < t, we have by definition of the workconserving scheduler that
De¢(t) — De(t) > C(t —t). Since De(t) < Ac(t), and De(t) = Ac(t) by definition of ¢, this implies
Ac(t) — Ac(t) > C(t —t) . It follows that

Prit—t>T} < Pr{3r>T: Ac(t)— Ac(t—7) > C7} . (37)

Let now T be given by Eqn. (35). Then

Prit—t>T} < i Pr{Ac(t) — Ac(t — 1) > CT} (38)
T=T+1
< ) Pr{dc(t) — Ac(t —7) > Ge(7)} (39)
7=0
< e€. (40)

10



In Eqn. (38), we have applied Boole’s inequality to Eqn. (37). In Egn. (39), we have use the assumption on
T, and in the last third step, we have replaced ¢ with ¢ — 7 and used the assumption on_@ O

The lemma is easily extended from constant-rate workconserving servers to output links that offer a
(deterministic) strict service curve, which is a nonnegative function S(7) such that for every 6 > t; > 0
and every sample path, D¢ (t2) — Dc(t1) > S(te — t1) whenever Be(t) > 0 for ¢ € [t1, t2]. This includes,
in particular, latency-rate service curves [45] with S(t) = K (¢t — L) for arate K and a latency L.

Inserting Lemma 1 into Theorem 1 immediately provides bounds on output, delay, and backlog for a
single node in terms of the arrivals and the available service at that node. Using Lemma 1 for a probabilistic
network service curve is less straightforward. The difficulty is that Theorem 2 requires bounds on the time
scales T" at each node = 1, ..., H on the path of a flow. In principle, such arrival bounds can be obtained
by iterating the input-output relation of Theorem 1. However, this approach leads to bounds on the violation
probabilities that grow exponentially in the number of nodes.

In our numerical examples, we use Lemma 1 to obtain time scale bounds for each node. We first choose
a function Gu*"° for the arrivals to the network satisfying

—net,e ) 2e (41)

Pr(Ag(t+71) — Ag(t) > G A+
This formula is analogous to the definition of the effective envelope in Eqn. (3), with € replaced by (2¢) /(7 (14
72)). Since (1 + 72)~1 < x/2, this definition of G satisfies Eqn. (34), and the time scale bound at
the ingress node is provided by Lemma 1. To obtain the time scale bounds 7" at downstream nodes, we
assume that any packet whose delay at a node exceeds a certain delay threshold d is dropped. Under this
assumption, the arrivals to the h-th node are bounded in terms of the arrivals to the ingress node by

Aé(t) — Aé(t —7) < AP (t) — ALt — 1 — (h—1)d*) .
It follows that
ZPr{AC — Af(t—7) > G (r + (h-1)d")} <, (42)

and we can apply Lemma 1 with

Get (1) = o™ (r + (h—1)d"). (43)

Finally, we use Theorems 1 and 2 to verify that d* is large enough so that the loss rate due to this dropping
policy is a small fraction of the traffic rate. Even though these choices are clearly very conservative, leading
to rather loose bounds on 7", the numerical results on backlog and delay are satisfactory.

The above assumption on an a priori delay threshold d" is analogous to an assumption in [3] that all
traffic exceeding a certain delay bound is dropped. Bounds for 7" can also be obtained from a priori bounds
on the backlog, e.g., as done in [47]. Such bounds on the backlog naturally result from finite buffer sizes in
a network. Alternatively, a priori bounds on delay, backlog, and the length of busy periods can be obtained
from the deterministic calculus. Generally, it suffices to derive loose bounds on 7", because the violation
probabilities provided in Egn. (11) and Eqn. (26) depend only linearly on T, while effective envelopes G,
and consequently the time scale bound T, typically deteriorates very slowly as e — 0.

In summary, as is done in the related literature, we address the general problem of determining time
scale bounds in a general multi-node setting by relying on external assumptions. The challenge to formulate
a multi-node calculus that does not require separate verification of a priori bounds remains open.

11



3 Effective Envelopes and Effective Bandwidth

In this section, we reconcile two methods for probabilistic traffic characterization, effective envelopes and
effective bandwidth, and explore the relationship between them. The effective bandwidth, which has been
extensively studied, is motivated by the rate functions that appear in the theory of large deviations. Effective
bandwidth expressions have been derived for numerous source traffic models with applications in computer
networks. We refer to [15, 29, 32] for a detailed discussion. By providing a link between effective bandwidth
and effective envelopes, the results in this section make effective bandwidth results applicable to the network
calculus.

In this paper we use the general definition from [29], which defines the effective bandwidth of an arrival
process A as

a(s,T) = sup {i log E[eS(A(HT)_A(t)))} , s,7 € (0,00) . (44)

t>0 L ST

The parameter 7 is called the time parameter and indicates the length of a time interval. The parameter s
is called the space parameter and contains information about the distribution of the arrivals. Generally, the
effective bandwidth of a traffic flow varies between the mean and peak rates of the traffic and provides a
link between the traffic characteristics of a flow and the resources in terms of bandwidth and buffer size
necessary to support a required level of service. Near s = 0, the effective bandwidth is dominated by the
mean rate of the traffic, while near s = oo, it is primarily influenced by the peak rate of the traffic. Thus, the
space parameter s can be seen as relating to a violation probability ¢ (see Lemma 2).

3.1 Overview of Effective Bandwidth

The notion of effective bandwidth emerged in the early 1990s in [25, 26, 27, 28] as a method to characterize
and exploit the statistical multiplexing gain of traffic flows and, thereby, increase the utilization of network
resources. The effective bandwidth of a traffic flow can be related to the minimum bandwidth needed to
satisfy service guarantees for that flow. Then, one can verify that a link with capacity C'is able to provide
the required service to N traffic flows by testing if Zf\il a; < C, where «; is the effective bandwidth of
the i-th flow for suitable choices of s and .

Early work on effective bandwidth focused on Markov modulated fluid flow and on-off traffic mod-
els [25, 26, 28]. By relating the effective bandwidth concept to the theory of large deviations in [13, 20, 49],
the effective bandwidth theory could be extended to a wide range of network traffic models including gen-
eral Markovian and self-similar traffic models [20, 21]. The theory has also been generalized from FIFO
scheduling algorithm to non-FIFO scheduling algorithms such as Static Priority (SP) [4, 5, 22, 33] and Gen-
eralized Processor Sharing (GPS ) [46, 51], and has become an elegant and powerful framework with many
applications.

A crucial result in the effective bandwidth theory concerns the large buffer asymptotics for links with
FIFO scheduling. The result states that ZiN:l a;(s) < Cifand only if Pr(B > ) ~ e 5" as z — o0,
where «a;(s) = lim,_, «;(s,7) and B is the steady-state backlog of the traffic. In other words, as long
as the effective bandwidth of a set of flows is below the capacity of the link, the probability of a packet
loss due to a buffer overflow decays exponentially fast as a function of the buffer size. This frequently
cited result, however, is an asymptotic approximation for large buffer sizes and may either overestimate
or underestimate the actual backlog behavior by several orders of magnitude, especially if arriving traffic
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is bursty [17]. Furthermore, in the asymptotic regime, the bandwidth requirements given by the effective
bandwidth are additive, and, hence, do not reflect the gains due to statistical multiplexing [17].

The asymptotic bounds from the effective bandwidth literature are not directly applicable in a network
calculus context. Instead, when we insert effective bandwidth expressions in the network calculus we need
to work explicitly with finite buffer sizes. Such non-asymptotic bounds have been presented by Chang
[13, 15] for a class of linear envelope processes with parameters (o (s), p(s)), characterized by

1
B log(eSA(t’tJ”)) < o(s)+ p(s)T. (45)

If p(s) < C for these processes, Chang [13] bounds the tail probability of the backlog behavior by Pv(B >
) < B(s)e™s", where the constant 3(s) is explicitly given as 3(s) = &™) (1 — e3(()=) "' Chang
relates these and other results on envelope processes to draw analogies to the deterministic network calculus
[18]. Chang [13] also shows that the output at a link with FIFO scheduling is again a linear envelope
processes. In principle, this property can be iteratively applied to obtain delay and backlog bounds for a
network with multiple nodes. In practice, however, the bounds obtained with such an iterative procedure
deteriorate quickly (exponentially) in the number of nodes. (Closely related results, without referring to
effective bandwidth, are obtained by Yaron and Sidi for the class of exponentially bounded burstiness [50]).

The motivation for our work is to further develop the relationship between effective bandwidth and the
network calculus. Our results, all expressed as explicit (non-asymptotic) bounds, extend the relationships
established by Chang in several directions. First, we do not restrict ourselves to a specific class of arrival
models, but consider all arrival models for which effective bandwidth expressions are available. For exam-
ple, we consider FBM traffic which has been used to model self-similar characteristics of network traffic,
but which cannot be characterized by a linear envelope process. Second, using the network calculus from
Section 2, our results can be related to a (effective) network service curve which yields end-to-end backlog
and delay bounds over multiple nodes. Lastly, we will (in Section 4) consider a number of commonly used
scheduling algorithms, which are more complex than FIFO scheduling used predominantly in the effective
bandwidth literature.

3.2 Relating Effective Bandwidth and Effective Envelopes

The choice of the term ‘effective envelope’ as introduced in [7] suggests a connection to the notion of
effective bandwidth, but without making that connection explicit. The following lemma establishes a for-
mal relationship between the two concepts, and thus, links the effective bandwidth theory to the statistical
network calculus.

Lemma 2 Given an arrival process A with effective bandwidth a(s, 7), an effective envelope is given by

G (r) = igg{Ta(s,T) — 1055} ) (46)

Conversely, if, for each £ € (0, 1), the function & is an effective envelope for the arrival process, then its
effective bandwidth is bounded by

1 b e
a(s,7) < —log (/ %9 mds) . (47)
0

ST
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We emphasize that the effective envelope is a more general concept than effective bandwidth, in the sense
that each effective bandwidth expression can be immediately expressed in terms of an effective envelope,
whereas there may not be an effective bandwidth corresponding to a given effective envelope. As another
way to see the generality of the effective envelope, even when the effective bandwidth «(s, 7) is infinite for
some values of s and 7, and the corresponding construction in Lemma 2 is not applicable, it may be feasible
to specify an effective envelope G7(7) according to Eqn. (3), which is finite for all values of ¢ and .

Proof. To prove the first statement, fix ¢, 7 > 0. By the Chernoff bound [38]2 we have for any = and any
s>0

IA

PriA(t+r) - A@) 22} < B[40 (48)

< 68(—I+TCM(S,T)) ) (49)

Setting the right hand side equal to £ and solving for x, we see that, for any choice of s > 0, the function

loge

(50)

x%(1) = Ta(s, T) .

is an effective envelope for A, with violation probability bounded by . (The superscripts are added to show
the dependence of = on € and s.) Minimizing over s proves the claim.
For the second statement, fix ¢, = > 0, and let

F'7(z) = Pr{A(t+ 1) — A(t) < z} (51)
be the distribution function of A(t+7)— A(t). Forany s > 0, we can write the moment-generating function
of A(t 4+ 7) — A(t) in the form

E |:€S(A(t+T)—A(t))] — / esxdFt,T($) ) (52)
0

By using a suitable approximation, we may assume without loss of generality that /%7 is continuous and
strictly increasing for z > 0. Let G&" be the inverse function of 1 — F". Since

Pri{A(t+71)—A(t) >G"(e)} =¢, (53)

we must have G47(¢) > G°(7) by the definition of the effective envelope. Performing the change of
variables 1 — F7(x) = ¢, i.e.,, z = GY7(¢) in the integral, we obtain

1 1
E[eS(A(HT)—A(t))} - / G E g < / e*9 (M de . (54)
0 0

It follows that .
1 c
a(s,T) < —/ 9 (e | (55)
ST 0
as claimed. O

With this lemma we can construct an effective envelope for a traffic class if its effective bandwidth is
known. Since many effective bandwidth formulas have been provided in the literature (e.g., [15, 29]),
Lemma 2 provides a useful tool to apply the presented network calculus to a wide range of traffic models.
We next use the lemma to obtain effective envelopes for regulated arrivals, memoryless on-off traffic, and
FBM.

2For a random variable X, the Chernoff bound is given by Pr{X > :1:}< e S E [e%Y].
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3.3 Regulated Arrivals

We refer to arrivals that are bounded by an arrival envelope A* (see Subsection 2.3) as regulated arrivals. The
regulated arrival model is a suitable description when the amount of traffic that enters the network is limited
at the network ingress, e.g., by a leaky bucket. More formally, let A* be a nondecreasing, nonnegative,
subadditive function. We say that an arrival process A is regulated by A if

Vi, 7>0: A(t+71)— At) < A*(1) (56)

holds for every sample path. The peak rate and the average rate of regulated traffic, denoted by P and p, are
defined as

P=A*(1), p=lim A (t)

t—o00 t

Consider a collection C of flows, where Af, P; and p; are the arrival envelope, the peak rate, and the

average rate of flow . Clearly, the aggregate of the flows Ac is bounded by A7 = .- A}, with peak and

average rates of Fp = >, . P and pc = >, p;- We assume that each flow i € C satisfies the stationary
bound

(57)

E[A(t+71)— At)] < piT, (58)

and that the arrivals from different flows are independent. The effective bandwidth for such a collection of
flows A¢ satisfies [29]

1 pit  sAx(t)
< _ _— 2 — .
ac(s,t) < " ZEGC log (1 + 0 (e 1) (59)
By Lemma 2, the corresponding effective envelope is given by
o Zl pit o sarw) loge
Ge(t) = ;I;f(;{ L g log(l + A%(t) (6 1)> s } ' (60)

This effective envelope satisfies
pet < Ge(t) < Ag(t) (61)
forall¢ > 0.

3.4 Memoryless On-Off traffic

On-Off traffic models are frequently used to model the behavior of (unregulated) compressed voice sources.
We consider a variant of On-Off traffic with independent increments. As illustrated in Figure 2, we describe
an On-Off traffic source as a two-state memoryless process. In the ‘On’ state, traffic is produced at the
peak rate P, and in the ‘Off’ state, no traffic is produced, with an overall average traffic rate p < P. For a
collection C of independent flows with peak rates P and average rates p; (i € C), the effective bandwidth
for the aggregate traffic of the flows in C is given by [15]

1 Pi r Ps
ac(s,t):;ZIOg <1+Fi(e : —1)) . (62)
1eC
Lemma 2 gives the corresponding effective envelope as
ch — il t pi g ps ) _ loge
Ge(t) = ;gg{s ;log(l + P (e 1)) . } . (63)
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Figure 2: On-Off Transition Model.

(t)

3.5 Fractional Brownian Motion (FBM) traffic

As pointed out in [37], the self-similarity properties of measured traffic data can sometimes be modeled by
processes of the form

A(t) = pt + B2y, (64)

where Z; is a normalized fractional Brownian motion with Hurst parameter H > % p > 0 is the mean
traffic rate, and 3° is the variance of A(1). By definition, {Z }.cr is a Gaussian process with stationary
increments which is characterized by its starting point 4 = 0, expected values E[Z;] = 0, and variances
E[Z2] = |t|* for all ¢.

Following [37], we will refer to Eqn. (64) as the Fractional Brownian Motion (FBM) traffic model. Note
that the sum of the arrivals from a collection C of independent FBM sources with common Hurst parameter
is again of type FBM. where the mean traffic rate is given by @2 = >~ p;, and the variance 32 is given by
B2 =3, B7. FBM traffic is of interest because the statistical analysis of actual network traffic has shown
to be self-similar, that is, traffic exhibits long range dependence [24].

We remark that the FBM model is an idealization that fails to capture certain basic properties of actual
traffic. Most notably, even though the average rate is positive, increments can be negative, and there is pos-
itive probability that a sample path fails to be nondecreasing, or even nonnegative. Furthermore, fractional
Brownian traffic is defined for continuous time, while we consider here discrete-time arrival processes. We
note that the estimates below hold for all (discrete-time) arrival processes that have nonnegative increments,
and whose moment generating function is bounded by the moment generating function of fractional Brow-
nian traffic.

The effective bandwidth for fractional Brownian traffic has been derived as [29]

1 _
ac(s,t) = pe + §ﬁgst2H L (65)
By Lemma 2, this results in an effective envelope of

Ge(t) = pet++/—2loge Bt . (66)

4 Effective Service Curvesfor Scheduling Algorithms

We next present probabilistic lower bounds on the service guaranteed to a class of flows in terms of effective
service curves. We derive effective service curves at a node for a set of well-known scheduling algorithms.

From here on, we assume that each flow belongs to one of () classes. We denote the arrivals from all
flows in class ¢ by A,, and the arrivals to the collection C of all flows in all classes ¢ = 1,...,Q by 4.
We make similar conventions for departures and backlogs. We use G,? to denote an effective envelope for
the arrivals from class ¢. We consider a workconserving link with rate C', and three scheduling algorithms:
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Static Priorities (SP), Earliest Deadline First (EDF), and Generalized Processor Sharing (GPS). We begin
with a brief description of the three schedulers.

1. In an SP scheduler, every class is assigned a priority index, where a lower priority index indicates a
higher priority. An SP scheduler selects for transmission the earliest arrival from the highest priority
class with a nonzero backlog.

2. In an EDF scheduler, every class ¢ is associated with a delay index d,. A class-g packet arriving at
t is assigned the deadline ¢ + d,, and the EDF scheduler always selects the packet with the smallest
deadline for service. Note that, in a probabilistic context, actual delays may violate the delay index,
and deadlines can become negative.

3. In a GPS scheduler, every class ¢ is assigned a weight index ¢, and is guaranteed to receive at least

a share zd)q% of the available capacity. If any class uses less than its share, the extra bandwidth is

proportion%lly shared by all other classes.

For these schedulers, we now present effective service curves for each traffic class q. The effective
service curves consider the ‘leftover’ bandwidth which is not used by other traffic classes p # ¢. A similar
construction was used in the statistical service envelopes from [40]. A major difference between statistical
service envelopes and our effective service curves is that the latter are non-random functions. This makes
the analysis of effective service curves more tractable. In [35] such leftover service curves where used to
derive lower bounds on the service for an individual flow when the scheduling algorithms are not known.

Lemma 3 Consider the arrivals from () classes to a workconserving server with capacity C'. For each
classg =1,...,Q, let g;‘;'g be an effective envelope for the arrivals A, from flows in class ¢q. Let 7" be a
busy period bound for the aggregate A that satisfies Eqn. (36) with some ¢, < 1. Assume the scheduling
algorithm employed at the server is either SP, EDF, or GPS. In the case of GPS, assume additionally that
the functions G,” are concave. Define functions S, as follows:3

1 SP S(t) = [Ct S g (t)} L es=eat (g )T (67)
p<gq
2. EDF: S:*(t) = [Ct =S Gt - [dy - dq]+)} L e=at(@-1Te. (68)
P#q
3. GPS S&(t) = )\q<Ct +3 [ApCt o (t)} +) L es=ep+(Q—1)Te, (69)
p#q

where A\, = ¢,/ > ¢, is the guaranteed share of class p.

Then, in each case S;¢ is an effective service curve for class g, satisfying
Pr{Dq(t) > inf {A,(t = 7) +5;‘s(7)}} >1-¢,. (70)

By setting all violation probabilities &,, ¢, = 0 in Lemma 3, we can recover a deterministic (worst-case)
statement on the lower bound of the service seen by a service class. The assumption that the scheduler is
workconserving is used to establish that the service curves &= is nonnegative. The lemma easily extends to

3We use the notation [x]; = max(z, 0) to denote the positive part of z.
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servers offering a strict deterministic service curve S, which need not be constant-rate (see the remark after
Lemma 1). In that case, the term Ct should be replaced by S(t) in the conclusions in Egs. (67)—(69). Given
a service curve S satisfying only Eqgn. (1), the leftover service curve for class g in the case of an SP scheduler
is given by S(t) — Z}Kq G, (t), which is likely to be negative for small values of ¢. The corresponding
formulas hold for EDF and GPS schedulers.

The formulas in Egs. (67)-(69) do not fully characterize the service available to class ¢ for the three
schedulers. Rather, they represent lower bounds on the leftover capacity that is left by other classes. Among
the three scheduling algorithms, Egn. (67) describes the performance of an SP scheduler rather closely.
Eqgn. (69) for the GPS scheduler is not the best possible description, but improves on the minimal guaranteed
rate A,C. On the other hand, Eqn. (68) does not entirely reflect the properties of the EDF scheduler. For
example, in the limit where d, ~ d, for all classes p # ¢, Eqn. (68) approaches the service guarantees of an
SP scheduler for the lowest priority class, while the actual EDF scheduler approaches FIFO.

Proof. We show that Eqn. (70) holds separately for each of the scheduling algorithms.
1. SP scheduling: Denote the arrivals from flows of priority at least ¢ by A<,, and the arrivals from flows
of priority higher than ¢ by A, and correspondingly for departures and backlogs. Fix ¢t > 0, and let

te, =max{z <t: Bey(x) =0} (71)

be the beginning of the busy period containing ¢ from the perspective of class ¢. If the class-g backlog
B, (t) = 0, there is nothing to show. If B,(t) > 0, then we have by the properties of the SP scheduler that

Dy(t) = Dy(tey) + (D<q(t) = Deg(te,)) — (D<q(t) — Dglt<,)) (72)
> Aylte) + |0t~ teg) — (Acglt) — Acyltc))] - (73

In Egn. (73), we have used that D, (t<,) = A,(t<,) forall p < g, that D(t) — D(t,) > C(t —t,) by the
properties of the workconserving server, and that 1), (t) < A,(t) for all p. It follows that

Pr{Dq(t) 2 Thglg(Aq(t —7)+ S (T))}

> Pr{t —te, <Tand Dy(t) > Ag(te,) + [C(t —te) = Gt — zgq)] +} (74)
r<gq
> Pr{t —to, <Tand A (t) — Acglte,) < > G2 (1 — ;Sq)} (75)
p<q
> Pr{t —t<TandVp<gq ¥r <T: Ay(t) — Ayt —7) < G (T)} (76)
> 1 (s + (- DTe,) (77)

where ¢ is the beginning of the busy period of the server. In Eqgn. (74), we have set 7 = ¢ — £, and inserted
the definition of S7+, and in Eqn. (75), we have used Egn. (73). In Egn. (76), we have restricted the event
and used that ¢t < teg and in the last line, we have applied the definitions of 7" and QZ". This proves the
claim for SP.

2. EDF scheduling: Fix ¢ > 0, and let ¢ be the beginning of the busy period containing time ¢. If B,(¢) > 0,
then according to the EDF scheduling algorithm, class-p packets which arrive after ¢ + 4, — d,, will not be
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served by time ¢. Since the server is workconserving, this implies

Dy(t) = Dqy(t) + (Dc(t) — De(t)) — > (Dp(t) — Dy(t)) (78)
p7#q
> Agt) + [C(t —t)— Z(Ap(t — (dp —dg)+) — Ap(i))]Jr . (79)
PF#q

We argue as in Eqgs. (74)-(77) that

Pr{Dy(t) = inf (At —7) +85(7)) }

T<T
> Pr{t—t<TandVp#q ¥r <T: Ayt) = Ayt —7) < G ()} (80)
>1- (€b +(Q — 1)T59) : (81)

3. GPSscheduling: Fort¢ > 0, let
t, = max{z <t: By(z) =0} (82)

be the beginning of the busy period of ¢ with respect to class p. Clearly,
By(t) = Ap(t) — Dyp(t) < Ap(t) — Ap(ip) — MO(t - ip) (83)
by the properties of the GPS scheduler. For ¢ > 0 and p # q, let
top = max{z < t,: Bp(z) = 0}, (84)

then Eqn. (83) with ¢ replaced by £, and ¢, replaced by £, implies that

Dy(t) — Dp(ty,) < Ap(t) — Ap(t,) + Bp(t,) (85)
< Ap(t) - Ap(tqp) - )‘pc(iq - iqp) . (86)
It follows that
Dy(t) = Dylty) 2 (Ot = tg) + 3 [MC(E — 1) = Dylt) + Dylt,)] ) (®7)
P#q
> A (Cl =)+ D NCE—ty) = A + A4(L,)] ) - (89)
P#q

Fix t > 0, let ¢ be the beginning of the busy period containing time ¢, and assume for the moment that
t—t<TandVp#q, V1 <T: Ayt) — Ayt —7) <G (7) . (89)

Sincet <, < tq, it follows with by Eqgn. (88) that

Dy(t) = Dylty) + 2 (Clt—1) + 3 NCE — 1) — 40 + 4t,)],)  (©0)
p7q

> Ag(ty) + A (O = 1) + D C 1) = G~ )], ) (91)
p#4q
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Figure 3: Example 1: Per-flow effective envelopes G (t)/N for Type-1 flows (with e = 1079).

Since G, is concave, the function [)\Ct — gf,f’(t)] N is nondecreasing in ¢. Replacing ¢ —,, with the smaller
value ¢t — ¢, in Eqn. (91) and using the definition of S yields

Dq(t) = Aq(ty) + S5t — 1) - (92)

Finally, we estimate

Pr{Dq(t) > TiI<1fT<Aq(t —7) +3§;(T))} > Pr{t —t, < T and Eqn. (92) holds} (93)

v

Pr{Eqn. (89) holds} (94)
> 1- (sb +(Q - 1)ng) . (95)

This completes the proof. |

\%

5 Numerical Examples

In this section, we present numerical examples to illustrate the multiplexing gain for the different traffic

models (Regulated, On-Off, Fractional Brownian Motion) and scheduling algorithms (SP, EDF, GPS) con-
sidered in this paper.

REGULATED TRAFFIC ON-OFF TRAFFIC FBM TRAFFIC

Type | P p o P p p B H
(Mbps) | (Mbps) | o (bits) || (Mbps) | (Mbps) || (Mbps) | (Mbps)
1 15 0.15 95400 15 0.15 0.15 4.5 0.78
2 6.0 0.15 10345 6.0 0.15 0.15 0.94 | 0.78

Table 1: Source Traffic Parameters.

For each of the three traffic models, we consider two types of flows. The parameters are given in
Table 1. Since we are working in a discrete time domain, we need to select a time unit, which we set to
1 ms. For regulated traffic, we select a peak-rate constrained leaky bucket with arrival envelope A (t) =
min (Pt , o + pt), with parameters as in [7]. The parameters of the other traffic sources are selected to

match the average rate (p = 0.15 Mbps). For FBM traffic, we set the Hurst parameter to H = 0.78 as
suggested in [37], and select 5 = 4.5.

20



~—~
—t
~

=120 =120 =120
S g g
‘;100 F ;.LOO L ;_]_00 L
E 80 3 < Deterministic 3
g L o N=1 q ; 80+ Envelope ; 80 7
g 60| Deterministic N = 1000 S0 N = 10000 | 2ol N =10000
£ Envelope £ N = 1000 £
S N =100 — 5 5 N = 100 _
£ 40r - = £ a0l N =100 = E 40 N = 1000 _—
5 = \ 5 | =" 5 ==
g 20 Average €20 = Average €20 = Average Rate |
g | Rate é : Rate é =
< % 50 100 150 200 250 30 < O 50 M0 10 200 20 30 < OO 50 100 150 200 250 300
Time interval (ms) Time interval (ms) Time interval (ms)
(@) (P, o, p) Regulated. (b) On-Off. (c) FBM.

Figure 4: Example 1: Per-flow effective envelopes G (t)/N for Type-2 flows (with e = 107).

5.1 Example1l: Comparison of Effective Envelopes

In the first example, we evaluate the effective envelopes for Regulated traffic, On-Off traffic, and FBM
traffic. We evaluate the effective envelope normalized by the number of flows as &, (t)/N, where G5, (t)
is the effective envelope for N homogeneous flows. Figures 3 and 4 show the per flow effective envelopes
with e = 10~ for Type-1 and Type-2 flows, respectively. For comparison, we also include the average rate
of the sources. For regulated traffic we also include the deterministic envelopes min (Pt , o + pt), and for
On-Off traffic we include the peak rate.

We make the following observations. The effective envelopes capture a significant amount of statistical
multiplexing gain for each of the considered traffic types, the multiplexing gain increases sharply with the
number of flows V. The effective envelope for FBM traffic is larger than for the other source models. This
is due to our selection of the parameters H and (3.

5.2 Example2: Number of Admissible Flows

Next we consider three scheduling algorithms (SP, EDF, and GPS) and multiplex Type-1 and Type-2 flows
on a link with 100 Mbps capacity. The evaluation focuses on the service given to flows from Type 1. We
assume that Type-1 flows must satisfy a probabilistic delay bound of 100 ms. Given a certain number of
Type-2 flows on the 100 Mbps link, we determine the maximum number of Type-1 flows that can be added
to the link without violating their probabilistic delay bounds using the results from Lemma 3. Such an
admission control decision is greedy, in the sense that it entirely ignores the delay requirements of other flow
types. For example, using Lemma 3 for admission control of Type-1 flows ignores the delay requirements
of Type-2 flows.

The parameters of the scheduling algorithms are the priority indices for SP, the delay indices for EDF,
and the weights for GPS. For SP, Type-1 flows have a higher priority index, and, therefore, a lower priority,
than Type-2 flows. For EDF, the delay index of Type-1 flows is ¢ = 100 ms and that of Type-2 flows is
do = 10 ms. For GPS, we set the weights to ¢; = 0.25 and ¢, = 0.75. As in the previous examples, we
consider three traffic models: regulated traffic, On-Off traffic, and FBM traffic. The source traffic parameters
are as shown in Table 1. For comparison, we also include the number of flows that can be accommodated
on the link with an average rate allocation and a peak rate allocation.

Figure 5 depicts the number of Type-1 flows that can be admitted without violating the probabilistic
delay bounds, as a function of the number of Type-2 flows already in the system. We observe that the choice
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Figure 5: Example 2: Number of admissible Type-1 flows as a function of the number of Type-2 flows (C = 100 Mbps) for
different schedulers and traffic models with ¢ = 107°, d; = 100 ms, ¢1 = 0.25, ¢ = 0.75.
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Figure 6: Example 2: Number of admissible Type-1 flows as a function of the number of Type-2 flows (C = 100 Mbps) for FBM
traffic with different choices of S with e = 1076, dy, = 100 ms, ¢y = 0.25, ¢ = 0.75.
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Figure 7: Example 3: A network with four nodes and with cross traffic.
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of the traffic model has a significant impact on the number of admitted Type-1 flows. The number of Type-1
flows that can be admitted with FBM traffic is much smaller than with the other traffic models. We also
observe in the figure, that the selection of the scheduling algorithm has only a limited impact. Given a
traffic model, the number of admitted Type-1 flows is similar for all scheduling algorithms, with one notable
exception: for GPS, the minimum number of Type-1 flows admitted is independent of the number of Type-2
flows. This is due to the rate guarantee provided by GPS, which guarantee a minimum number of Type-1
flows: 114 flows for regulated traffic, 165 for On-Off traffic, and 12 for FBM traffic.

We emphasize again that the low multiplexing gain of FBM traffic is a result of our choice of parameters
H and §. To illustrate this point, we present results for FBM traffic with different parameters, shown
in Table 2. We consider three different sets of parameters. In Set 1, we use the same parameters as in
Example 1. For Set 2, we select 5 so that the variance of FBM traffic is matched with the variance of
regulated sources at a time scale corresponding to the delay bounds. This is 100 ms for Type-1 traffic and
10 ms for Type-2 traffic. For Set 3, we match the variance of FBM traffic at a time scale of 1000 ms, which
is comparable to the longest busy period observed in these experiments. The results for the number of flows
that can be admitted, shown in Figure 5, illustrate the dependency of the results on the parameter selection.
For Set 3, FBM traffic exhibits a similar multiplexing gain as On-Off traffic.

SET 1 SET 2 SET 3
Type p B B
(Mbps) || (Mbps) || (Mbps)
1 4.5 1.04 0.40
2 0.94 0.65 13

Table 2: Parameters for FBM traffic.

5.3 Example 3: Multiple Nodeswith Cross Traffic.

In this example, we consider a network with four nodes, as shown in Figure 7. We assume that all links have
the same capacity of C' = 100 Mbps. There are N, Type-1 flows that pass through all four nodes. At each
node, there is cross traffic from N, Type-2 flows. We assume Ny = No.

First, we demonstrate how our bounds of the busy period grow as the number of flows increases
and how the busy period varies at different nodes. We calculate the probabilistic busy period bounds at
each node for violation probabilities ¢ = 1073,10¢, 10~ using the approach outlined in Subsection 2.6
with the number of classes Q = 2. We use the formula for the effective envelope given in Egn. (46),

with ¢ replaced by /(7(1 + 72)) to construct for each class ¢ = 1,2 a function Cget’gﬂ satisfying
—net,e/2

Pr {A”et(t) — At —T1) > G, (T)} < ¢/(m(1 + 72)), as required in Eqgn. (41). At the h-th node

on the route of the through flows, we set G"*/*(r) = G-"/*(r + (h—1)d*), as given in Eqn. (43). For

regulated traffic, we choose the threshold d* comparable to the worst-case delay bound experienced by the
Type-1 traffic at Node 1, as provided by the deterministic calculus. For On-Off and FBM traffic, we choose
d* comparable to the delay bound of Type-1 traffic at Node 1, as provided by Theorem 1 withe = 10715, We
assume that any packet experiencing a delay exceeding d" per node is dropped before entering the next node.
Since all nodes are ingress nodes for the Type-2 flows, we can use the same bound G</* () = Ga*"*/2(7)

for the Type-2 flows at each node, where ?/2 is the function computed above. We then apply Lemma 1,
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Figure 8: Example 3: Probabilistic Busy Period Bounds for ¢ = 1072 (solid line), ¢ = 107° (dashed line), and ¢ = 107°
(dotted line). The x-axis corresponds to N; + Ns, the number of Type-1 and Type-2 flows, where we assume N; = Ns. The thick
dotted-dashed line is a deterministic busy period bound for regulated traffic.
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Figure 9: Example 3: Probabilistic bounds for the total queueing delay experienced by Type-1 traffic when leaving Node 1 (solid

line), Node 2 (dashed line), Node 3 (dotted line), and Node 4 (dotted-dashed line) with violation probability ¢ = 1075, The x-axis
corresponds to Ny + N, the number of Type-1 and Type-2 flows, where we assume N; = No.
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with Go° = G/ + G»™/* to obtain bounds on the busy periods 7" at each node. Finally, we use Theo-

rems 1 and 2 to check that the loss rate due to the dropping threshold never exceeds a fraction of 10°1° of
the traffic rate.

Figure 8 shows the probabilistic busy period bounds at each node for the three different traffic models,
where the number of flows is varied from 60 to 600. Note that 600 flows corresponds to a utilization of
90%. As a reference point, we also plot the exact value for the worst-case busy period of the regulated
traffic (plotted as thick dotted-dashed line). While regulated traffic permits to determine the worst-case
busy period, such deterministic bounds are not available for On-Off and FBM traffic. We observe that the
probabilistic busy period bounds for downstream nodes are larger than that for upstream nodes and that the
probabilistic busy period bounds for FBM traffic are significantly larger than those for Regulated or On-Off
traffic at each node.

Next, we exhibit the queueing delay experienced by Type-1 traffic in the network described in Figure 7.
For the SP scheduling algorithm, as in Example 2, Type-1 flows have a higher priority index, and, therefore,
a lower priority, than Type-2 flows. Figure 9 depicts the probabilistic bounds of the total queueing delay
experienced by Type-1 traffic when leaving Node h, h = 1,2,3,4, with the violation probability 10°6
in the network with SP scheduling. The total queueing delay experienced by Type-1 traffic when leaving
Node h includes the queueing delay experienced by Type-1 traffic at Node h, Node h — 1, and down to
Node 1. As expected, the probabilistic bounds for the total queueing delay experienced by Type-1 traffic
increase when the path traveled by Type-1 traffic increases. As a reference point, we also plot the worst
case queueing delay experienced by Regulated traffic. From Figure 9, for Regulated traffic, we observe that
the probabilistic bounds for the total queueing delay are dramatically smaller than the worst case queueing
delay. Note that the probabilistic bounds for FBM traffic are larger than those for Regulated or On-Off
traffic. For EDF and GPS scheduling algorithms, the end-to-end delay bounds experienced by Type-1 traffic
in the same network with the violation probability 10~ are similar to those in Figure 9 and omitted.

6 Conclusions

We have presented a statistical network calculus for determining delays and backlog where both arrivals and
service are described in terms of probabilistic bounds. We presented bounds on the queueing behavior in
terms of the min-plus algebra, and integrated the concept of effective bandwidth into the envelope-based
approach of the statistical network calculus. We derived backlog and delay bounds for several traffic models
(regulated, On-Off, FBM), and scheduling algorithms (SP, EDF, GPS). An important assumption for the
derived calculus is the existence of a time-scale bound at each node that decorrelates arrivals and departures.
For a single node, such a bound can often be obtained from an estimate on the busy period. For multiple
nodes, as seen in Example 3, we require additional assumptions, e.g., that traffic exceeding a maximum
delay be dropped. While such an assumption can often be justified, a goal of future work is to determine
when and how to dispense with such assumptions.
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